Do you know how to stay safe online?

5 tips to stay safe online

1. Keep in mind that online there are as many dangers as in real life.
   Remember, you have control of your social media, use the privacy settings to stay safe.

2. Posting personal information, such as your address, location or phone numbers can be very dangerous.

3. Be wary of online friends you don’t know personally (sexual predators pretend to be your friends).

4. If something you upload or send online can be used to harm you, it is better not to upload it!

5. Even get money, meet up or photos, meet up or the victim to get more photos, the victim. The photos are blackmail.
   Once the photos get in the wrong hands, they can be shared on social media, especially if the user is not careful.
   Everything you upload online stays online and will stay online and easily becomes viral.

What dangers are out there?

On the internet not everything is what it seems.

What to do if you identify a situation of online child sexual exploitation?

When online.

The groomers use online to take advantage of them.

Before reporting, take screenshots, video evidence, or audio tapes that become evidence.

After reporting, file a complaint with the police.

The police of Peru (Division of High Technology Crimes) can be reached at:

(01) 431 889 424 440 729

You can also ask for advice on how to proceed.

To report a situation, write to us at:

atencion@chsalternativo.org

This material will teach you how to use the privacy settings to stay safe on your social media.

Learn to protect yourself!
Tips to stay safe on Facebook

- Before you post something, ask yourself if it would bother you if other people share it. If so, it is better not to post it.
- Before accepting someone as a friend, ask yourself, do you know each other in person? Do you have friends in common?
- Locate the “FIND SUPPORT OR REPORT POST”, button to notify Facebook when a post has content that upsets you.

Do you know who sees what you post?

1. Log into Facebook and press 
2. Go to the “PRIVACY SHORTCUTS” section
3. Press “SEE MORE PRIVACY SETTINGS”
4. Press “WHO CAN SEE YOUR FUTURE POSTS”

Remember that on “SEE MORE PRIVACY SETTINGS” there are more privacy options available.

Tips to stay safe on WhatsApp

- Keep in mind that anyone who has your phone number can message you on WhatsApp.
- If you receive annoying messages do the following: open that person’s chat; touch their contact name; then select “MORE”; and then press “BLOCK”.
- If you sent a message by mistake, select it and then press and then press “DELETE FOR EVERYONE”.

Prevent strangers from seeing your photo!

We recommend that you only leave your WhatsApp profile picture visible to your contacts. To do this:

1. Open WhatsApp and press
2. Go to “SETTINGS” and then go to “ACCOUNT”
3. Go to “PRIVACY” and then go to “PROFILE PHOTOS”
4. Finally, select “MY CONTACTS” or “NOBODY”

Tips to stay safe on Instagram

- Disable the geo-localisation of your photos. It is risky if people can find out where you are.
- Deactivate the “ADD AUTOMATICALLY”, options for tagging.

Do you know how to block someone?

1. Press the username to go to their profile
2. Press or in the upper right corner
3. Press “BLOCK”

Note: After blocking a user, their “LIKES” and comments are not deleted from your photos and videos. You can delete their comments on your posts. The person will not receive a notification that they have been blocked.

Tips to stay safe on Youtube

- Do you upload videos? Be aware of the type of content you record. The content must not be violent, dangerous or sexual.
- Use YouTube’s privacy options to limit who sees the videos you post.
- If someone uploaded a video of you without your consent, you can ask YouTube to remove the content by reporting the video.

Do you know how to report a video?

1. Under the video you want to report, click
2. Select “REPORT”
3. Select the reasons why you want to report the video

Note: Remember that sexual content involving minors is a crime and you should always report it to the authorities.